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We are currently updating the OP Help Center content for the release of OP 14.19 or
OP 19. OP 19 is a member of the certified OP 14 family of products (official version is
14.19.1), which you may see in your software (such as in Help > About) and in the Help
Center tabs labeled 14.19. You may also notice that the version number in content and
videos may not match the version of your software, and some procedural content may
not match the workflow in your software. We appreciate your patience and
understanding as we make these enhancements. 
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At time of attestation you will need a screenshot of the QIC and a
download of the SQL to a CSV file. All information should be saved to
your "Book of Evidence". This can be an electronic folder of all
documentation for the reporting period.

Objective 1: Protect Patient Health Information

Objective 1 requires a practice to attest they have conducted a security risk assessment, there is no

threshold to meet with this objective.

Attestation Requirements:
Conducted or reviewed a security risk analysis yearly.  A security risk analysis must be
conducted within the calendar year of the EHR reporting period
Implemented security updates as necessary.
Corrected identified security deficiencies as part of the provider's risk management
process.

Resources:
Security risk analysis requirements and parameters
Guidance in accordance with HIPAA Security Rule
Free Security Risk Assessment (SRA) Tool for EPs


